Atitit 金融交易支付系统安全法

# 安全登录 手机验证等

## 支付签名

## 回调判重

# 余额防止篡改，

## 签名法

## 安全审计法（交易记录记录每次）

## 交易记录签名，防止篡改

## 制度法，每次出款财务审核

# 错误补单风险行为

## 确认

## 二次审核法（包括补单，包括后台充值）
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9、异步通知的并发通知能力、重复通知；这个很重要  
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11、监控报警、统计、报表等
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